98 Conferinta Internationald, editia a VI-a, 20-21 mai 2009

OueHuBaa pwuckn, UT-cneumanuc-
Tbl HE OrPaHNUYNBAIOTCA ML OLHUMMU
NHGOPMALIMOHHBIMU CUCTEMAMU, NPO-
rPaMMHbIM, annapaTHbIM U KOMMYHU-
KaLMOHHbIM obecrneyeHmnem, a paccma-
TPUBAIOT Tak»ke BONpoChl Gpu3nyeckon
6e30nMacHOCTM U YUYUTbIBAIOT YenoBe-
yeckun dpakrtop.

OueHky UT-prckoB cnegyet npoBo-
OUTb He pexe ABYX pa3 B rof, YTo0bl MOX-
HO 6bINIO raPaHTNPOBATb, YTO HE OCTANNCh
HeBbIABNEHHbIMW HOBble OMacHOCTYW, a
NPOTNBOJENCTBME BbIABNEHHBIM PUCKaM
ocyuectansetca 3ddeKTrBHO.

BHyTpn opraHusaumm pabota no
OLIeHKe PUCKOB [OMKHA ObITb HOpMa-

nu3oBaHa nytem GOpMMPOBaHUA CO-
OTBETCTBYIOLUEN NOMNTUKN, CO3AaHNA
CTaHJapTOB M PYKOBOACTB.

S¢ddeKTMBHbIE NpoLiecchl ynpasne-
HnA UT-puckammn cokpallaloT 3atpatbl
1 MOTyT NOBbICUTb Banoson goxog. Ot
npoueccos ynpasneHua WT-puckamum
MOXET ObITb MONyuYeHa 3HaunTenbHas
npsAMas 3KOHOMKA 3aTpaT, OTparkato-
LAACA Ha YMcToW MpubbINK, B Jonro-
CpOYHOI NepcneKkTrBe ropasfo 6onee
LeHHbIMU. B Lenom 6ynet nosbiweHne
BaNloOBOro JOXOAa, Kak CleAcTBre CBOe-
BPEMEHHOrO OroBeLeHNA O PUCKax,
cTpaTernyeckme MHBECTULNN U Yyu-
LIeHMe NPON3BOAUTENBHOCTN.

CnncoKk HOPMaTUBHOI N HAYYHON NNTepaTypbl:
1. 1SO/IEC 27005:2008 MHpopmaLmoHHas TexHonorua — Metoabl besonacHocTu
- YnpaeneHue pruckamm nHbopmMaLMoHHO 6e30nacHOCTU.
2. NIST 800-30:2002 PykoBOACTBO NO ynpasneHunio puckamu gna UT-cucrem.
3. COBIT KoHTposbHble 06BbeKTbI AnA MHGOPMALIMOHHBIX Y CMEXHbIX TEXHONTOTUIA.

Onez Cononenxo,
Se»T Mold

OLIEHKA SKOHOMWYECKOW SOOEKTIBHOCTU
MHOOPMALIMIOHHOW BE3OMACHOCTY

This article describes how to assess the cost-effectiveness of information se-
curity through methodologies ROIL, TCO, as well as the possibility of applying
a set of methods to assess a number of financial and non-financial indicators

such as KPI and BSC.

NndopmaumoHHan 6e3onacHOCTb
— ecTb Npouyecc, HanpaBneHHbIN Ha fo-
CTUXKEHME COCTOAHWA  3aLUMLLEHHOCTM
MHGOPMALIMOHHOW Cpefibl:  YCTPOICTB,
MPOLLeCccoB, NPOrpamm, 1 fAaHHbIX, 0bec-
neumBawLMin  KOHGMAEHLMANBHOCT,

LIeNOCTHOCTb U AOCTYNHOCTb UHpOPMa-
LK, KoTopas 06pabaTbiBaeTCs, XpaHUT-
CA Vi NepefiaeTcs B 3TON cpefe.
Knaccmyeckoin oueHkon 3ddek-
TVBHOCTW MHPOPMALMOHHON Ge3onac-
HOCTU AABNAETCA ayAnT Ha COOTBETCTBUE
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cTaHpapTy. HeckonbKko net Ha3sag, A3u-
aTCcKo-TXOOKeaHCKOEe SKOHOMUYECKOE
COTPYOHUYECTBO MO TENIeKOMMYHMKa-
unsam n nHpopmatmsaumm (APEC TEL),
COCTaBUJIO CMUCOK CyLUEeCTBOBaBLUUX
Ha TOT MOMeHT cTaHgapTtoB Wb, wuc-
kntoyasa Poccumio n ctpanbl CHI, n gano
UX KpaTKoe OMucaHvne B [OKyMeHTe
“APEC-TEL — INFORMATION SYSTEMS
SECURITY STANDARDS HANDBOOK:".
WcTouHrkom ana cnvcka 6binum: ISO/
IEC, CCITT, IETF, ANSI, NIST, EESSI n gpy-
rne. /Ix okasanocb CBbilLE MATU COTEH.
KonnuecTtBo HauMOHaNbHbIX CTaHAap-
ToB B Poccum no uHdopmaumoHHon
6e3onacHoctu 6onee 30. B Monaose
B KauecTBe CTaHAapTa 6bU1 NPUHAT SM
ISO/CEl 17799:2004 WHdOpMaLMOH-
Hble TexHonorun. CBog NpaKTUYecKnx
npasun gna ynpaeneHus UHdOpMa-
LUMOHHOM 6e30MacHOCTbIO, KOTOPbIN
npencTaBnseT cobon nepeBog Ha pyc-
CK N PYMbIHCKWI A3bIKW CTaHAapTa
ISO/IEC 17799:2000 Information tech-
nology - Code of practice for informat-
ion security management.
NHdopMaLroHHbIe pecypchbl, Kak
U MaTepurasibHble pecypcbl, obnagatoTt
KauecTBOM U KOJIMYECTBOM, WMET
cebectoumoctb n ueHy. Cebectou-
MOCTb MHbOpPMauUn onpeaensaeTcs
KOJIMYECTBOM, 3aTpayeHHoOW Ha ee
NMPOW3BOACTBO SHEPrM (YMCTBEHHbIX
ycunuin), GUHaAHCOBBIX 1 MaTepuaib-
HbIX 3aTpaT Ha ee AOKYMEHTMPOBaHNe,
XpaHeHne, obecrneyeHne COXpPaHHO-
CTr, 06paboTKy U Nepefayy No KaHa-
nam ceA3n. LleHa nHpopmaunn, Kak u
OCTa/IbHbIX TOBAPOB, CKJaAblBaeTCA
13 ce6ecToMmMoCT 1 BENNYMHbI Npu-
6bLIM OT ee peanusaumn. Kak BuaHo
M3 BbILIEN3NIOKEHHOIO, MHbOpMauus
obnagaert cBoMcTBaMM TOoBapa, U, cne-

[OBaTeNbHO, Kak 1 noboli ToBap, oHa
MOXeET y4YacTBOBaTb B ToBapoobopoTe
N ABNATbCA OObEKTOM NpaBa, UMeTb
npousBofuTens, cobCTBEHHMKA, Bna-
Zenbua u notpebutens.

C TOuKkM 3peHusa noTpebuTens Ka-
4ecTBO Mcnosibyemon MHdopmMaLmnn
NMo3BOJIAET NOMyYaTb AOMNONHUTENbHbI
SKOHOMUWYECKUI MW MOpPasbHbIN 3¢-
dekT. C TOUKM 3peHnsa obnagarens — co-
XpaHeHve B TallHe KOMMEPYECKU BaXK-
HOM MHbOPMaL MM NO3BONAET YCMeLIHO
KOHKYpUpOBaTb Ha PbiHKE MPOW3BOA-
CTBa, 1 cObITa TOBApPOB W YCIyT.

Mpu nonbITKe MCNONb30BaTh KAdC-
cuyeckue MemoObl OYeHKU UHBecmuyu-
OHHbIX NPOEKMO8 NPV OLieHKe 3KOHO-
Muyeckon 3¢odeKTMBHOCTU UHbOPMa-
LIMOHHOW 6e30macHOCTW, NpeAnosnarato-
el onpepeneHrie Takoro Mokasarens,
Kak Ko3bdUUMEHT peHTabenbHOCTH
mHeectnumin (ROI), cyliecTByloT COX-
HOCTV C OLeHKOW LeHbl nHdopmMaumy,
BEPOATHOCTU OCYLIECTBIEHNA Yrpo3bl
M KaK CfiefcTBue — CTOMMOCTU HaHe-
CeHHoro ylepba B pe3ynbrate AaHHON
Yrpo3bl, Tak Kak OTCYTCTBYIOT CTaTUCTU-
yeckue faHHble Mo CTpaHe ¥ No oTpac-
NAM. Pe3ynbTaTbl TAXKENO aprymeHTUpo-
BaTb ANA NpeacTaBneHna GuHaHCOBOMY
PYKOBOACTBY, TaK Kak SKOHOMMYeCKas
3¢ $eKTBHOCTb BO3HMKAET Mpu BO3-
HVIKHOBEHMW MPOrHO3MpyemMoro cobbl-
™A. To ecTb 3KOHOMMYecKas dbdek-
TUBHOCTb BO3HWKAeT MpWU YCneLwHoM
peanu3auum yrposbl.

Mpn wucnonb3oBaHMn pacyeta
no 3ampamHeIM Memoodam OUeHKU —
onpepaeneHne COBOKYMHOW CTOMMOCTU
BnageHus (Total Cost of Ownership,
TCO) Heo6x0AMMO CpaBHEHME onpee-
neHHoro nokasatena TCO c aHanorny-
HbiMU nokasaTenamu TCO no oTpacnu
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(C aHanMOrMyHbIMN KOMMAHUAMU) U C
«Ny4YWrMK B Tpymnne», YTo Hemnpume-
HVMMO MO MPUYUHE OTCYTCTBUA TaKUX
JaHHbIX B HaLLen cTpaHe.
KomniekcHble MemoObl OLieHKU Ha-
60pa OUHAHCOBBLIX U HedUHAHCOBbIX
nokasarenen spdektneHocTn (KeyPerf-
ormance Indicators, KPI) u cbanaHcupo-
BaHHaA cMcTeMa rnokasatenei HoptoHa
n KannaHa (Balanced Scorecard, BSC)
MOryT ObITb NMPUMEHEHbI ANA OLEHKM
SKOHOMUYECKOW 3dPEeKTUBHOCTU UH-
dopmMaLMOoHHON 6e30MacHOCTY, KaK 3TO
onucaHo B Control Objectives for Inform-
ation and related Technology (COBIT®) n
B pAfde cTaTen Ha caiite Information Sy-
stem Audit and Control Association (IS-
ACA). CnoxHOCTb BHEApEHUA 3aKIIoya-
€TCA B TOM, YTO YPOBEHb 3perocTyi opra-
HM3aLmKn No Mogeny TeXHONornyeckom
3penoctn (Capability Maturity Model
Integrated, CMMI) fomxeH 6bITb “Qua-
ntitatively Managed”. 3To 3HauuT, uTO B
opraHu3auuy onpepeneHbl U OnucaHbl
npoLeccbl U yCTaHOBIEHbI CTaHAAPTHI B
npepenax opranmsaumu. Mpucytcreyet
[eTanbHOe onu1caHne BCex NpPoLeccos,
B KOTOPOM Jlyyllle pacKpbIBalTCA CBSA-
3 U 3aBUCMMOCTW, 3HaHME KOTOPbIX
NO3BONAET  yNyylnTb  yrpasfieHue.
Bbi6paHbl cnocobbl, KOTOpble MPU UC-
NOSIb30BaHUM  CTAaTUCTUYECKUX METO-

[OB U APYrUX KOJIMYECTBEHHBIX TEXHUK
MO3BONAIOT KOHTPONMPOBATb KauecTBO
BbIMOJIHEHA NPOLIECCOB.
SKoHoMUYecKas 3$HEeKTVBHOCTb
npouecca ynpaeneHns MHGOPMaLMOH-
HoWi 6€30MacHOCTbI0 BO MHOFOM 3aBUCUT
VIMEHHO OT OCO3HaHUA TOTO, UTO HYXXHO
3aWMWaTh U Kakue ycunua Ans 3Toro
notpebytlotca.  YnpaBneHve puckamu
No3BONAET CTPYKTYpMpOBaTh feATeNb-
HOCTb ynpaBneHua WHGOPMALMOHHONM
6€e30MacHOCTbI0, HaWTU OOLMIA  A3bIK
C BbICWIMM MEHEKMEHTOM OpraHu3a-
unK, oueHUTb 3PdEKTUBHOCTL PaboTbl
N 0OOCHOBaTb pelleHVsi Mo Bblibopy
KOHKPETHbBIX TEXHUUYECKUX U OpraHu3a-
LIMOHHBIX Mep 3alWTbl Nepeq BbiCLIUM
MeHe[KMeHTOM. PelunTb 3Ty 3agauy He-
BO3MOXHO 6€3 NpYBNEUYEHN MEHeMXe-
OB OCHOBHOIO HanpaB/eHWs fLeATeNb-
HOCTV OpraHu3aLmy Kak CpefHero, Tak
1 Bbicwero 3BeHa. Kakue 6bl moaxompl
HW VCMNONb30BaNUCh AN U3MEPEeHUs U
YNyuLLEHVs CTeneHr NHGOPMaLIMOHHOIA
3aLUMLLEHHOCTY B OPraHu3aLmm, OLieHKa
1X OObEKTUBHOCTY, NO-BUAVMOMY, ABIIS-
€TCA NPUHLMNManbHbIM $GakTopoM, Cno-
COBCTBYIOLLVIM PACCMOTPEHMIO CTEMNEHM
nx 3GPEKTVBHOCTU U OCHOBbLI AJ1Si BHE-
CEHVAi HeOOXOAMMBIX YCOBEPLUEHCTBO-
BaHWN B 06MacTn UHOOPMALMOHHON
6e30MacHOCTY OpraHu3aLmu.
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MD-GRID CERTIFICATION AUTHORITY

Certificate Authority is a trusted network entity, responsible for managing
X509 digital certificates and is a trusted entity that validates the identity of the
holder of a digital certificate. Paper describes the particularities of MD-Grid
CA established for grid users and scientific communities of Moldova.

I. Introduction

A Certification Authority (CA) is an
authority in a network that issues and
manages security credentials and pub-
lic keys for message encryption and
decryption. The CA computer, where
the signing of the certificates will take
place, needs to be a dedicated machine,
running no other services than those
needed for the CA operations. The CA
computer must be located in a secure
environment where access is controlled,
limited to specific trained personnel.

Software-based private keys of
the CA must be protected with a pass

phrase of at least 15 elements and that
is known only by designated person-
nel of the CA. On-line CA’s using Host
Security Module (HSM) must adopt a
similar or better level of security. Copies
of the encrypted private key must be
kept on off-line media in secure places
where access is controlled.
Il. RENAM services
RENAM Association implements
and run a range of services that require
authorization or authentication [1,2]:
« CERT - since May 2007 RENAM
association start own CERT
center.



